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Introduction 
A data management plan (DMP) should be completed for any research project that will 

involve the collection or creation of data.  

Primary data may be collected or created by means of experiment, observation, 

simulation, and processing or combination of data from existing sources. Secondary data 

sources may be used as inputs into research, e.g. published literature, archive 

documents, datasets created by administrative or research data collection activities, and 

information published by individuals and organisations. 

Instructions for completing the Data Management Plan 

You can use the template provided to document how you will manage your data and 

supporting materials such as software code throughout your research project, and how 

you will preserve them and make them accessible to others in support of your completed 

thesis and any associated publications. 

A DMP is a practical research instrument, which can help you manage your research 

data effectively and prepare them for long-term preservation and sharing. It is meant to 

be written iteratively throughout the course of your research, and should be regularly 

reviewed and updated.  

You may not be able to complete all sections of the DMP at a first attempt: while you are 

in the early stages of research a lot of the practical detail, and some of your key data 

management decisions, may be as yet undetermined. But you can use the plan to 

document your data management requirements, identify questions you need answers to 

and people to ask, and put down markers for future development of the plan. 

Guidance is provided below for completing each section of the template. It includes 

useful links and examples to help you provide relevant information.  

You should complete each section of the template. If a section is not relevant to you, 

simply write N/A and move on to the next section. Do not delete sections from the 

template. 

There is no ideal length for your DMP. It depends on the nature and extent of the data 

you work with, the complexity of the data management requirements, and the level of 

detail that is useful to you.  

Updating the plan 

You are encouraged to update your DMP on a regular basis and to share and discuss it 

with your Supervisor. Regular DMP reviews allow you to add new relevant information as 

it arises, to reflect on your data management activities in the light of the plan, and to 

adjust the plan or your practice as appropriate.  

Support 
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termly through the Reading Researcher Development programme.  









https://www.reading.ac.uk/research-services/research-data-management/managing-your-data/online-survey-tools
https://www.reading.ac.uk/research-services/research-data-management/managing-your-data/online-survey-tools
https://research.reading.ac.uk/act/knowledgebase/gitlab-git-repository/
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occasional days thereafter to ensure accuracy of measurements. Original paper 
records will be scanned and saved. I will check spreadsheet data against paper 
records. 

3 Storage and organisation 

3.1 Storage and security  

Describe your data storage and security policy. 

You should choose a storage and backup solution that will keep your data safe (from 

loss, theft and corruption) and secure from unauthorised access ± this is especially 

important if you will be collecting personal or sensitive data. You will need to ensure that 

the chosen solution has enough storage capacity for your needs. 

You should also specify who will have access to your data. As a rule, during the active 

phase of your research, up until the point you complete your thesis or publish your 

findings, data should be kept private, and made accessible to others only on a 1rET
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https://support.microsoft.com/en-us/office/choose-which-onedrive-folders-to-sync-to-your-computer-98b8b011-8b94-419b-aa95-a14ff2415e85
https://support.microsoft.com/en-us/office/choose-which-onedrive-folders-to-sync-to-your-computer-98b8b011-8b94-419b-aa95-a14ff2415e85
https://www.reading.ac.uk/internal/its/services/office365.aspx
https://www.reading.ac.uk/digital-technology-services/service-catalogue/office-365
https://www.reading.ac.uk/digital-technology-services/service-catalogue/office-365
https://uor.topdesk.net/tas/public/ssp/content/detail/service?unid=8f3d719246814fa089b9c5d9c8e0e7ff
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ethical approval make any commitment to destroy confidential data by a given time or not 

to share (anonymised) data collected from research participants. In most cases data can 

be shared openly if they are anonymised. It is good practice to secure consent for data 

sharing when you recruit participants, e.g. by including in your consent form a statement 

VXFK�DV��µ,�XQGHUVWDQG�WKDW�WKH�GDWD�FROOHFWHG�IURP�PH�LQ�WKLV�VWXG\�ZLOO�EH�SUHVHUYHG�DQG�

made available in anonymised form, so that they can be consulted and re-used by 

RWKHUV¶� 

Personal data is any information relating to an identified or identifiable natural person. 

These data enjoy statutory protection under the General Data Protection Regulation 

2016 and the Data Protection Act 2018. Under this legislation any personal data 

collected by you must be processed fairly and lawfully. Among other things you will be 

required to issue a Privacy Notice to your research participants, which explains the 

purpose(s) for which the data are being collected, your lawful basis for processing the 

data, who the data will be disclosed to, and the rights of the individuals in respect of their 

personal data. For certain kinds of research, for example involving the processing of 



©University of Reading 2023  Page 14 

no further need to link individuals to data, the linking key can be destroyed, so that the 

data become fully anonymised. 

To make data safe for sharing they will need to be anonymised. Bear in mind that 

effective anonymisation may involve much more than replacing personal names with 

pseudonyms, and different techniques are required for quantitative and qualitative data. 

The UK Data Service provides useful guidance on anonymisation (see below). 

You should indicate when personal data will be destroyed. In many cases this is likely to 

be at the end of the project, if not earlier. But if continued retention of data beyond the 

end of the project is anticipated, you should state your reason for this, and describe your 

retention policy. You can retain personal data on a continued basis for archiving 

purposes in the public interest, scientific or historical research purposes or statistical 

purposes. You do not need to commit to destroy personal data at a set time, but they 













https://www.reading.ac.uk/research-services/research-data-management/preserving-and-sharing-data/choosing-a-data-repository
https://www.reading.ac.uk/research-services/research-data-management/preserving-and-sharing-data/choosing-a-data-repository
https://libguides.reading.ac.uk/open-research/open-licences
https://libguides.reading.ac.uk/open-research/open-licences


https://www.reading.ac.uk/research-services/research-data-management/about-research-data-management/research-software-and-code
https://www.reading.ac.uk/research-services/research-data-management/about-research-data-management/research-software-and-code
https://opensource.org/licenses
https://choosealicense.com/
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research is undertaken with commercial sponsorship or participation, you may be subject 

to contractual confidentiality terms or a requirement to provide prior notice of publication. 

For example, an indus




